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Bottom Line

China & Russia Don’t Care Abouit....
e Your Network
e Your POAM
e Your Cyber Risk Score Card
e Your Zero Trust Fan Chart
China & Russia Are Obsessed With...
Effects
Creating a stutter-step in our order-of-battle
Increasing Fog-of-War
Slipping in through gaps and seams



IMHO....

Think multiple echelons above & outside our position/lane

Who needs this information & how can | share it effectively...& vis versa
Rationalize tools & focus on interoperability/integration

BOLDLY implement Al/ML capabilities to

Generate data

Correlate data in realtime

Automate risk analysis

Automate vulnerability prioritization

Generate workflows

e Automate operationalization of information for Decision Makers

QIS ©FEEE @O



Questions?



