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1. Who the President is

2. Where the President is

3. Who should have access 
to the President
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Monitoring
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ZERO TRUST



“Little minds try to 
defend everything at 
once, but sensible 
people look at the main 
point only; they parry 
the worst blows and 
stand a little hurt if 
thereby they avoid a 
greater one. If you try 
to hold everything, you 
hold nothing.”

Frederick the Great
King of Prussia (1712–1786)

“Military Instructions to His Generals,” 1747



Gary’s Favorite
Weapon is…





Define the
protect surface 

Map the 
transaction flows

Architect a Zero 
Trust Environment

Create Zero 
Trust policy

Monitor and 
maintain
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The 5-Step Methodology for 
Deploying Zero Trust Guides Your Journey

Tailor Made

Antifragile



Battle of 
Gettysburg
Joshua Lawrence Chamberlain
20th Maine Volunteers



Cybersecurity Cartography

Define

Map

Architect

Policy



Terrain

Influence Terrain

Impact Terrain

Highground

Bounded



Velocity to Threat → Speed to Bad

Fastest 
Breakout Time
CrowdStrike 2025 Global Threat Report

Time to 
Deploy Ransomware
CrowdStrike 2025 Global Threat Report

Time to 
Move Laterally 
Huntress 2025 Cyber Threat Report
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The HighGroundHQ Foundation 



Thank you! 


